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Overall Description
SA2 would like to thank RAN2 for their LS on Access Control for NR. After initial discussions at SA2#120, SA2 has achieved the following preliminary agreements:

· 5GS should support a unified access control mechanism which can cope at least with all the scenarios/use cases seen in LTE and be flexible enough to accommodate yet unforeseen use cases and applications.

· The unified access control mechanism shall be applicable to any (3GPP) radio access (i.e., NR and E-UTRA) in 5GS i.e. all 5G RATs.

· The unified access control mechanism shall be applicable to all CM states (RRC states).

· The unified access control mechanism shall follow a strict AS/NAS separation with a fully service-agnostic AS part and a service-related NAS part, where the barring decision is taken at the AS.

· Whether a UE can use barring decisions reached based on 3GPP AS to apply access control over N3GPP access is left to UE implementation. 

· Access Categories are introduced at NAS for which the AS enforces barring.

· Access Category Policy rules are defined that are used by the UE to determine the Access Category for each uplink packet.
· Access Category Policy rules can be configured (e.g. OMA DM) and/or signalled from PCF via the AMF to the UE.

· In non-roaming scenario as well as local break-out roaming scenario the Access Category Policy rules are provided by the serving PLMN. In home-routed roaming scenario, the rules are provided by the HPLMN.
· Each Access Category Policy rule contains the following parameters:

· Precedence value (for determining the order in which the rules are tested for a match)

· Access Category

· Criteria for the rule

The criteria include the following aspects: 
· Access Class

· Traffic filter (identifies specific application)

· Device/subscription types (e.g., normal priority UE, low priority MTC device)

· Type of service (e.g. MMTel Voice, MMTel Video)

· Type of access attempt (e.g., Emergency)

· Type of signaling (e.g., MO signaling, MT access (paging response))

· QoS Information (i.e. 5QI)

· Slice information (i.e. S-NSSAI or DNN (if not already inferred by S-NSSAI))

· CM state (i.e., CM-Idle and CM-Connected). If this is not included, it is assumed the rule applies in both CM_IDLE and CM_CONNECTED states
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Actions
To RAN2, CT1 group 

ACTION: 
SA2 kindly requests CT1 to take the above SA2 agreements and considerations into account for defining the NAS aspects of unified access control.
To RAN2, SA1 groups 

ACTION: 
SA2 kindly requests RAN2 and SA1 to take the above SA2 agreements and considerations into account and provide feedback if any.
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Dates of next TSG SA WG2 meetings
TSG SA2 Meeting #121
15th-19th May 2017, Hangzhou, PRC

TSG SA2 Meeting #122
26th-30th June 2017, San José del Cabo, MX

